May 15, 2001

Explanation of Cpp-example.xml 

(CPP/CPA Specification V1.0)

1. Structure

(1) This cpp has one PartyInfo element. 

This means that this company is assumed to be relatively small company. This company doesn’t have subdivisions with different characteristics.

CPP is allowed to have two PartyInfo elements.

If the company is big enterprise, it is capable to have 2 CPPs.

(2) The role of this company is buyer in viewpoint of business transactions.

(3) This cpp has two Delivery channels and two Transport protocols in connection with message transactions. One of message is ‘Order confirm’, and the other one is the rest.

2. Explanation of sentences

(1)(Line 10,11) [PartyId and PartyRef element]

DUNS number of this company is ‘123456789’.

This company name is assumed to be ‘example.com’.

Company information details (contact name, address, Phone number, etc) are found via URI "http://example.com/about.html". 

(2)(Line 13) [ProcessSpecification element]

ProcessSpecification element provides the link to the Process-Specification document that defines the interaction between the two parties.

If two parties do business, they have to make same Process-Specification document, and have to link to same URI address under ProcessSpecification element. In this example, the URI address is http://www.ebxml.org/processes/buySell.xml" 
(3)(Line 14) [Role element]
This sentence (Role element) defines role of this company. The role of this company is buyer. The name of ‘buyer’ is referenced in the Process-Specification document.

The URI ‘http://ebxml.org/processes/buySell.xml#buyer’ is address of role of Business collaboration.

The contents of ‘buyer’ of name attribute and ‘http://ebxml.org/processes/buySell.xml#buyer’ of xlink attribute may be redundant information. The content of name attribute is information to get better understanding.  

(4)(Line16-19) [ServiceBinding element]

This sentence (ServiceBinding element) defines Delivery channel for all message traffics within Process-Specification document.

The content ‘uri:example.com/service/buyerService’ of Service element defines the value of Service element in the ebXML Message Header. The purpose of the Service element is only to provide routing information for the ebXML Message Header.

Override element defines different Delivery channel. In this example, the message of ‘orderConfirm’ has different delivery channel.

(5)(Line21,22,23) [Certificate element]

Certificate element defines certificate information under this cpp. This element is referenced from many other elements. The connector is certId. The content of ds:KeyInfo element is defined by the XML Digital Signature specification [XMLDSIG].

(6)(Line24-29) [DeliveryChannel element]

DeliveryChannel element is a combination of a Transport element and a DocExchange element that describes the Party’s Message-receiving characteristics.

This example has two DeliveryChannl elements.

One element ’N04’ describes characteristics for all messages except ‘orderConfirm’ message.

The other element ‘N07’ describes characteristics for ‘orderConfirm’ message.

Characteristics element describes the security characteristics.

(7)(Line 30-38) [Transport element ‘N05’]
This element is for DeliveryChannel element ’N05’. This is referred from transportId attribute under DeliveryChannel element. 

It is capable to define communication protocol as sending protocol and receiving protocol separately. 

Supported communication protocols are HTTP, SMTP, and FTP usually.

In this delivery channel the communication protocol is HTTP Version 1.1 for both sending and receiving protocol.

Endpoint element defines communication addressing information associated with Receiving protocol. The URI ‘https://www.example.com/servlets/ebxmlhandler’ is receiving address.

Endpoint elements could be described plurally classified by type attribute. The value of ‘login’, ‘request’, ‘response’, error’ and ‘allPurpose’ are capable.

(8)(Line 34-37) [TransportSecurity element]

TransportSecurity element provides Party’s security specification associated with Receiving protocol.

This example adopts SSL Version 3.0 as transport security.

(9)(Line 39-43) [Transport element ‘N08’]

This element is for DeliveryChannel element ’N07’. This is referred from transportId attribute under DeliveryChannel element. 

There is no TransportSecurity element in this Transport element. This means that transport security is not used in this delivery channel.

(10)(Line44-63) [DocExchange element]
DocExchange element describes messaging service properties.

DocExchange element is referenced from DeliveryChannel element.

(11)(Line 45-62) [ebXMLBinding element]

The ebXMLBinding element describes properties specific to the ebXML Message.

The element of ‘DocExchange’ is designed that CPP is capable to adopt other messaging services. (for example: SOAP)

(12)(Line46-50) [ReliableMessaging element]

ReliableMessaging element describes the properties of reliable ebXML Message exchange.

‘OnceAndOnlyOnce’ means that a message must be delivered exactly only once.

(13)(Line51-56) [NonRepudiation element]

Non-repudiation element both proves who sent a Message and prevents later repudiation of the contents of the Message.

If the NonRepudiation element is omitted, the Messages are not digitally signed.

In this example, followings are specified.

The technology of digital signature is based on ‘http://www.w3.org/2000/09/xmldsig#’.

The hash function is ‘sha1’.

The digital signature algorithm is ‘dsa-sha1’.

(14)(Line57-61) [DigitalEnvelope element]

DigitalEnvelope element specifies an encryption procedure as digital envelope.

In this example, followings are specified.

The security protocol is ‘S/MIME Version 2.0’.

The encryption algorithm is ‘DES-CBC’.

(15)(Line65-81) [Packaging element]

Packaging element provides specific information about how the Message Headder and payload constituent(s). Packaging element provides information about MIME content type, XML namespaces, security parameters, and MIME structure.

(16)(Line67-74) [SimplePart element]
SimplePart element defines constituent parts, primarily identified by the MIME content-type value.

(17)(Line75-80) [CompositeList element]

CompositeList element specifies composite multiparts (MIME multiparts).

Composite element specifies MIME content-type and MIME parameters.
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