Message Type Overview

This section provides an overview of how Message Type can be used. The main benefit of having a Message Type in the header is that it allows the ebXML transport to check that the messages of an appropriate type have been returned within the expected timeframes. For example if a Request Message is sent with a field in the header indicating that an Acknowledgement is required, then, if an Acknowledgement Message is not returned within the required timescale then the ebXML transport can detect this and attempt recovery by, for example, resending the original message.

This means that the application need not be concerned about the reliable delivery of messages.

What is a Message Type

A Message Type contains information that can be used by the recipient of a message to determine how it should be handled and therefore what types of messages should be sent in return.

A message may be one of the following types:

· One-Way Message

· Request Message

· Response Message

· Acknowledgement Message

· Completed OK Message

· Error Message

· Cancel Message

· Exchange Message

Each of these is described below in more detail, however, the overall processing of a message is independent of the message type so this is described first.

Common Message Processing

Once a message is received it needs to be processed before a response can be generated where one is required. These steps are similar for all message types. The figure and explanation below describe the processing of a Request Message to illustrate what these steps are. 

The Transport and Message Layer blocks in the diagram provide ebXML compliant value-add services. They allow the message structure (both envelope and headers) to be checked against the ebXML standards and appropriate acknowledgements or errors to be generated if the message is invalid. This standardized support for the message structure is then removed as an overhead from the business application layer.
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In the diagram above, the basic idea is that:

1) The Request Message is sent from one party to another, then

2) The second party processes the Request Message and creates another message that needs to be returned, then

3) The second Party sends the data back in a Response Message.

All the messages in-between are optional and can be used to indicate either:

· errors in the message or that 

· an intermediate stage of processing of the message has completed.

Each step is described below.

Get Response Address(es)

The first step is to identify the return address(es) to use for sending messages back. This is required since there are optional fields in the Message Routing Info header part (e.g. the Acknowledgement Response Address and Error Response Address) that indicate where each type of message should be sent. The benefits of alternative return addresses include:

· allowing different processes on a server to handle different types of messages

· allowing load balancing by spreading return messages over a number of different locations

Note that default values apply for the return address if the return address for a particular message type is not present. See the Data Dictionary for the details.

Save Message

Once the response address(es) have been found, the message MAY be saved and, if the incoming message contains an Acknowledgement Message Required field, an Acknowledgement Message should be sent back to the sender. Some of the reasons for sending Acknowledgement Messages are:

· to provide evidence to the sender of a message that it has been received. If the Acknowledgement Message is also digitally signed then it may indicate non-repudiation of receipt

· to stop the sender of the original message from starting recovery if the original send of the message "times out"

· to provide confidence to the sender of the original message that it will be processed. For example, suppose that the business process that generates a business response takes 2 days to complete. If there is no intermediate message sent between the time the Request Message is sent and the Response Message is returned, then the sender of the Request Message will not know if the Request Message arrived and is being processed or was lost in transmission. However if an Acknowledgement Message is sent, the sender of the original Request Message knows immediately that it was received even though it has not yet been processed.

Some of the main reasons for saving Messages include:

· so that you can check whether a claim that a message was received is valid

· to identify duplicate messages and therefore make sure that they are not processed twice.

Note that the saving a message is optional since some types of Messages will not need to be saved. This is particularly the case where:

· re-processing a duplicate of a message does not cause processing problems, or

· you do not need to be able to provide non-repudiation of receipt.

Check Message Structure

Check Message Structure checks that the outer wrapper of the Message is valid and contains the required parts within it. Specifically it will check that:

· any MIME message that is present is correctly formed

· XML headers are present and in the correct position

· any Payloads can be successfully extracted from the MIME message

If errors are found, then an Error Message is sent back to the sender of the message or the address specified in the Message Routing Info header part.

Check Message Headers

Once the overall structure of the Message is checked as being OK, the individual Header Parts within the Message can be checked. This involves:

· checking the structure of the headers against the appropriate DTD or Schema Language definitions,

· checking that the headers contain valid data. This includes:

· checking the validity of the data in each header part

· cross checking one header against another. This includes, checking digital signatures and checking that the Message Manifest is correct. 

If errors are found then an Error Message is sent back to the sender of the message or the address specified in the Message Routing Info header part. Alternatively, if the message header is OK and no errors have been found then a Message Checked OK message may be sent in return if one has been requested.

Check Payload

Once the overall message is validated as correct, the Payload can be validated. For XML payloads this will involve checking that data against a DTD or schema as well as some application specific checks that may need to be made. This may result in one or more error conditions being identified that need to be reported back to the sender of the original message.

If errors are found then one error message is sent even though it may contain references to multiple different errors. Whether multiple errors or a single error is reported is an implementation decision. <EdNote> Do we want to allow multiple separate error messages to be sent back. </EdNote>

Alternatively, if the message is OK and no errors have been found then a Payload Checked OK message may be sent in return if one has been requested.

The reasons for sending a Payload Checked OK Message is similar to the reasons for sending an Acknowledgement in that it allows an intermediate check on the processing of the original message.

Process Message

Once the Message has been completely validated it can be processed by the application, and, if necessary a business response generated in return.

Descriptions of Message Types

This section describes the purpose of each Message Type in turn.

One-Way Message

A One-Way Message is a Message sent from one party to another. No business or application response is expected for One-Way Messages. In this sense they are "fire and forget" messages. Note however that, you can, on request, get acknowledgements of One-Way Messages as well as have errors reported in them if their syntax or content is invalid in some way.

More detail is provided in the following figure:
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Example uses of One-Way messages are:

· a broadcast message to distribute catalogue update information

· the "publish" part of a publish and subscribe

Request Message
Request Message are sent to request that another party or server carry out a service or process of some kind. It differs from a One-Way Message in that a Response Message (see below) that contain a business response is always expected in return.

As for One-Way Messages, Request Messages may also, on request, be acknowledged as well as have errors reported in them. Messages may also be sent to indicate that the message has been checked and is valid. In more detail the messages that may result from processing a Request Message are indicated in the diagram below:
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For services that can process a Request Message very quickly, then the intermediate Acknowledgement and Checked OK messages may be omitted. In this case, receipt of the Response Message also indicates that the original Request Message was received.

Examples of Request Messages include:

· requesting the processing of a new purchase order

· requesting that a previous purchase order is changed

· requesting a refund of a payment as a result of a problem

· requesting the review of a legal document

· requesting information on the services a business provides.

Response Message

A Response Message contains the results of carrying out the service indicated by a Request Message. It contains a combination of:

· status information on whether or not the processing of the Request Message was successful, and

· a service/process dependent record of the results of the service. This is usually an XML document of some kind

Note that Response Messages are different from Error Messages and Completed OK Messages (see below), in that they must only be generated for Request Messages that have passed all validation checks.

More details on the message that may be generated as a result of processing a Response Message are indicated by the diagram below.
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Examples of Response Messages include:

· an acknowledgement of receipt of a Purchase Order

· an Invoice generated as a result of processing a Purchase Order

· a receipt for a payment that was made

· an opinion on a legal document that was received

· a description of the services provided by a business

Acknowledgement Message

An Acknowledgement Message may be sent as a response to any Message (apart from an Acknowledgement Message) to indicate that a Message has been received. 

It's recommended that Acknowledgement Messages are only sent after the message that is being acknowledged has been saved in some kind of persistent storage as Acknowledgement Messages can be used, for example, by the sender of a message as evidence that the original message was received.

On the other hand, if an Acknowledgement Message is not received within the expected time, then it indicates that something has probably gone wrong somewhere and the sender can choose to try and recover by, for example, re-sending the original message.

Acknowledgement Messages are also useful if a service that is being requested takes a long time to run. For example, if the Response Message that corresponds to a Request Message is not expected for two days, then sending out an Acknowledgement as soon as the Request Message is received should re-assure the sender of the Request Message that at least the Request Message got there.

Acknowledgements Messages are never sent in response to another Acknowledgement Message as otherwise an infinite exchange of messages could occur.

More details on the message that may be generated as a result of processing an Acknowledgement Message are indicated by the diagram below.
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Checked OK Message
A Checked OK Message may be sent in response to a Request Message to indicate that the content of the Request Message has been validated and no errors were found. They are of two types:

· Message Checked OK, and

· Payload Checked OK

A Message Checked OK message is sent if the Message Structure and Message Header is correct. A Payload Checked OK message is sent if the Payload(s) are correct. More detail on the 

More details on the message that may be generated as a result of processing a Checked OK Message are indicated by the diagram below.
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Error Message
An Error Message is a Message that reports on a problem in an earlier Message that prevents the earlier Message from being processed in a normal way. Examples of an Error Message include:

· an Error Message reporting that an XML document was invalid or did not conform to its XML schema

· an Error Message reporting a Transient Error that the Server processing a Message is busy and therefore the original Message should be resent at a later point in time

· an Error Message that reports on an error in the underlying transport protocol.

Error Messages contain Error Header Parts that indicate the nature of the error that has been found.

More details on the message that may be generated as a result of processing an Error Message are indicated by the diagram below.
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It is possible that an Error may be found in an Error Message which, in turn, also contains errors. This can result in an infinite loop. To avoid this, Error Messages are not sent, for errors found in Error Messages that are reporting errors in another earlier Error Message.

Cancel Message

A Cancel Message is used to indicate that, if possible, an earlier Request Message should not be processed.

Errors can occur if:

· the Request Message has already been completely processed (and a Response Message produced), or has reached a stage where processing can no longer be stopped

· Cancel Messages are simply not supported by the Service

This means that Cancel Messages should not be sent if a Response Message or Error Message has already been received.

If a Cancel Message is successfully processed, then a Response Message is generated with a status of Cancelled.

More details on the message that may be generated as a result of processing a Cancel Message are indicated by the diagram below.
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Note that either an Error Message or a Response Message Must be sent in return.

Exchange Message

An Exchange Message is a Message that is sent between one Party and another after the sending of the initial Request Message and before the sending of the final Response Message. Examples of Exchange Messages include:

· intermediate messages that are part of a Payment Protocol

· a counter offer to an offer made as part of a negotiation.

An example of a Message Set of the Message Flows that involves an Exchange Message is shown in the figure below.
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An Exchange Message differs from a Response Message the receipt of an Exchange Message indicates that more data needs to be exchanged between the parties involved before they can determine whether the processing of the original Request Message will be successful.

Only when one or other of the Parties involved know that the exchange of messages should be brought to an end do they send a Response Message that indicates the end status of the exchange of messages.

As with other types of messages, errors and acknowledgements can occur for Exchange Messages. These are described in the diagram below.

Note that in the above diagram, the Request, Exchange and Response messages form part of a wider set of interactions between Party 1 and Party 2. These interactions will be part of a business process between the parties such as an RFQ or part of a Supply Chain Management scenario. The coordination of these interactions may be governed by some form of Trading Partner Agreement between the parties which is referred to as a choreography in the ebXML header specification.
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Note that if an Exchange Message is received, then, if no errors are found, then either another Exchange Message or a Response Message must be sent in return.
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