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Abstract

This document is not an ebXML Transport Routing & Packaging (TR&P) specification. It is intended as a high-level description of a proposed application scenario utilizing the services of an ebXML Transport provider. The application scenario has been reviewed by a sub-group of the TR&P WG and is intended exclusively as a means of validating the ebXML TR&P specifications. Given the evolutionary nature of the ebXML specification, at this point in time, only a subset of the eventual capabilities of an ebXML Transport provider can be prototyped and hence demonstrated.

Introduction

The ebXML TR&P prototype demonstrates the reliable, secure transfer of ebXML messages between small as well as potentially very large enterprises. The ability to exchange business messages across the internet between enterprises (irrespective of their relative sizes), should not be predicated on specific implementation details, platforms or technologies within the IT infrastructure of the respective organizations. However, at the “edge” of  such enterprises, the exchange of electronic business information requires the existence of computing platforms implementing common, open messaging standards.

The underlying assumption of the proposed prototype is that enterprises wish to exchange business data, expressed in XML, in the most non-intrusive manner. To this end, the prototype makes no assumption about how the internal IT infrastructure produces and consumes ebXML message payloads. By way of example, business messages defined by the Open Travel Alliance (OTA) were used to convey application specific requests and responses. Although using OTA messages for the payload was not the only choice available, it does appear to meet the needs and goals of the prototype. The end-user functionality supported by the prototype can be summarized as; the ability to view and change personal travel information through a value-added service provider.
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1. End-to-end Messaging

In order to verify and validate the transport-neutrality aspects of the ebXML TR&P specifications, the prototype bridges two dissimilar communications infrastructures. The prototype therefore demonstrate a message exchange scenario spanning both  HTTP and SMTP based communications networks. The underlying notion is that, message routers conforming to the ebXML specifications can facilitate the asynchronous communication of electronic business messages not only at the message payload layer but also at the network transport layer.  
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The figure above depicts a Small Medium Enterprise communicating with a large Enterprise via a value-added message router acting as an application broker. The intent is to show end-to-end communications with potentially multiple distinct software contracts between trading partners. In essence, the interaction between SME A and the broker is based on a contract potentially quite distinct from the contract between Enterprise B and the same broker. The contracts may well reflect significantly different real as well as perceived “values”. The notion of adding value to a stream of messages is clearly a desirable feature from a business perspective, and is a key aspect of the ebXML TR&P specification. In other words, the prototype serves as an early proof of concept for the dynamic creation of message payloads and the attachment of such payloads to messages that are essentially in transit through a message broker. 

2. Proposed exchange Scenarios

The ebXML TR&P specifications implicitly promote the notion of application level choreographies. An application level protocol or message choreography represents the ordered and predictable exchange of messages with no specific limitations with respect to synchronous or asynchronous computing models. For the purposes of the prototype, one party makes a single request resulting in the asynchronous acknowledgement of that request. This will be followed by the validation of the request against some hypothetical business criteria, resulting in a ‘Checked OK’ or ‘Error’ message. In the case of the former, the validated request triggers an appropriate business process. This generates a response message thereby completing the business “transaction”.   

[image: image3.png]Simple
Request with
Ackand

Response )

Checked OK Msg.
e
Response Msg. i

Check,





The chosen choreography reflects the ebXML requirement for handling long-lived business transactions that are fundamentally asynchronous in nature. The intent is not to dismiss the simpler request-response scenario but to focus on scenarios reflecting the actual business requirements outlined in the ebXML TR&P Requirements document. It is important to emphasize that there is no implication that Party1 or Party2  are in any way similar either in terms of  operating environments, tools, platforms, implementation languages etc. The key criteria for interoperability is conformance to ebXML specifications and common application level choreographies.

Application specific Quality Of Service requirements may impose constraints on the actual choice of say network transports. Note that the dynamic selection of communication transports will not be prototyped at this time. In addition, the “discovery” of choreographies is a potential future work item.

3. Prototype components

To demonstrate the real value of ebXML TR&P specifications a prototype of a Transport Provider is not, in itself, sufficient. In order to ensure that the specifications meet real business needs, the following application scenario was modeled.

In essence, end users interact with a service portal and the “contracts” between the portal and message broker is entirely opaque. Similarly, the “contracts” between the broker and the actual service providers (Airline, Hotel, Auto Rental etc) are not visible to the portal. The goal has therefore been to validate the relevance of ebXML TR&P specifications in aggregating services in a manner such that the aggregation is performed seamlessly, efficiently and reliably.  
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In order to provide greater visibility into the inner workings of the Broker a purely administrative view of the Broker was provided. This essentially passive administrative function was intended merely to monitor the progress of client requests over time. The payloads carried within the ebXML messages are as defined and architected by the OTA.
Message Interactions

The following figure represents the message flow between the client through to the end-systems. The key aspect of the proposed interaction is that the Broker receives ebXML messages from the portal (acting as a proxy for the real client) and transforms a single request into multiple requests (as governed by Contracts #2 and #3) over two different communications infrastructures.

[image: image5.png]HTTPIML

e ——— comnars

mmmmp  chXML Response Message




Though not shown, there is an assumption that the client will need to explicitly issue an ‘HTTP GET’ to retrieve the completed transactions. The interaction model between the client and the portal, for the purposes of this example, falls outside the bounds of the ebXML TR&P specifications. However, there is no implication that clients can not produce and consume ebXML messages directly. This particular prototype simply focuses on the B2B interaction model and hence the client-to-portal protocol was de-emphasized.

4. Application level protocol

The following is an alternative and more detailed representation of the application protocol chosen. In addition, this view associates the specific network transport with the appropriate OTA message. 

[image: image6.png]i i
HTTP FOST ] i i i
— | i i i
HTTP FOST(OTA reguest) i i

i i

i i i
: i HTTP POST(CTA request) :
i i " i
i i i
i i i
i i HITTP POST(OTA respanse) i
i i i
i i i

e—————n
T

i SMTP (OTA request) ———»|
i i

i i

i i

i i

i i

i i

HTTP POST(OTA rssponse) || ——— SMITP (OT4 response)

—

HTTP GET




Note that an OTA request is equivalent to an OTA CustProfileUpdateRQ message. Similarly an OTA response is equivalent to an OTA CustProfileUpdateRS message. For a more detailed explanation of the OTA protocol plese refer to the Open Travel Alliance Message Specification- Version 1, Volume 2 (http://www.opentravel.org). The OTA messages are treated as ebXML message payloads. The message packaging is aligned with the latest draft of the ebXML TR&P packaging specification. The following page offers a graphical representation of the ebXML packaging used in the prototype.
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5. Planning information

The detailed deliverables, dates, extent and scope of the prototype is primarily a function of the level of contribution members of the Transport Packaging and Routing Working Groups are willing to make. It is hoped that at least aspects of the proposed prototype can be demonstrated at the May/2000 ebXML meeting in Brussels. The scope of what can be meaningfully shown is predicated on the stability of the ebXML TR&P specifications.  
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