
ebXML Transport Routing & Packaging
Message Structure Specification Change List

Suggested Changes  as of: August 10,2000

	Ref.
	Section
	Comment
	Action

	1
	2.1  Principal Header Elements
	Line 163:  This states "any additional header elements are optional". This use of "optional" probably does not conform to RFC2119 since I assume that "optional" here means that the DTD specifies either "0 or 1" or "0 more more".  In RFC2119, "optional" means that an implementation may or may not support the feature.

In general, the term "optional" is problematical in XML with regard to RFC2119 conformance because I find it very hard to write text about "0 or 1" or "0 or more" without using the word "optional". I went so far as to consult Roget's Thesaurus and could not find an acceptable synonym.  With regard to "0 or 1" and "0 or more", an implementer should generally be required to support the tag.  I suggest modifying the RFC2119 conformance statement to say "except for the word 'optional'" and to further state that when "optional" refers to a tag which may appear 0 or 1, or 0 or more, times, all implementers shall support this tag.  See tpaML draft ver. 1.0.6 for an example of such text.

 Please scrub the spec for any other uses of "optional".

 Since there are currently no such optional header elements, as far as I can tell from the DTD, an immediate solution is to delete the sentence containing this word at line 163.  However I recommend modifying the RFC2119 statement as above in order to be ready for the introduction of such optional elements.

See Marty Sachs Email: Tueue 08/08/2000 10:27 PM
	Optional modified at all occurrences

	2
	4.  message types


	Marty Sachs: Line 318:  What is "transport specific message"?  To me, a transport specific message is an acknowledgment or error message generated by the transport protocol and having no content to be processed by the application.  Such a message won't have an ebXML header or envelope and will be sent on the connection created to send the message to which the ACK or error message is responding.

See Marty Sachs Email: Tueue 08/08/2000 10:27 PM
	Messaging services used

	3.
	What is a Message Type
	Marty SachsLine 324:  What is "ebxml aware transport"?  This must refer to the message system. To avoid confusion, I suggest that the word "transport" be used only to refer to transport-protocol functions (e.g. HTTP, SMTP) including the communication protocol and associated security functions at this level (e.g. SSL).

See Marty Sachs Email: Tueue 08/08/2000 10:27 PM
	See above

	4.
	1. purpose and scope (message envelope)
	Marty Sachs: Line 19:  Please replace "are expected to use" by the appropriate term from RFC2119.  I assume that "shall use"  is intended.  "are expected to use" does not have the prescriptive force of "shall use".  If "shall"  is not intended, then say "should", "recommended", or "may" as appropriate.

See Marty Sachs email: Tue 08/08/2000 10:42 PM
	“Expected to” reworded

	5.
	4.3  transport envelope (message envelope)
	Marty Sachs: Line 211:  Please replace "are expected to"  by the appropriate term from RFC 2119. Actually, I believe that the whole paragraph should be designated an informative note since it is about implementation. If I am correct, then "are expected to" is OK as is, though rephrasing with "recommended" may be better.

See Marty Sachs email: Tue 08/08/2000 10:42 PM
	See above

	6.
	3. relationships with other ebxml activities (O&R Spec)


	Marty Sachs: The paragraph beginning with line 40 seems to say that the message header etc. could be rendered in more than one language.  How do two partners come to agreement on which rendering to use? It could be via the electronic TPA but how do they agree on what language to express the TPA in?

 Why not just standardize on one language - XML?

Too much flexibility of format could lead to a situation where a partner can't talk to the integration system repository, message policy repository, etc.  (How do a partner and the repository come to agreement on the language?)

See Marty Sachs email Tue 08/08/2000 10:24 PM
	

	7.
	5.1.16 multiple round trip document exchange (O&R Spec)
	 The intermediate Exchange Messages are application to application. Why is this in the province of TRP?  This should be a BP function.  The TRP's only concern here should be to provide a conversation identifier that ties the messages in the set to a single BP unit of business - and perhaps to label a message as request, exchange, or response.  Is this what is intended? 

See Marty Sachs email Tue 08/08/2000 10:24 PM
	

	8.
	5.2.4  sub-service choreography (O&R Spec)


	 Why are services, subservices, and subservice choreography defined in TRP? These would seem to belong in BP.  The existence of these concepts in TRP suggests that the Business Protocol section of the tpaML TPA belongs in TRP.  Is this what is intended?

 Are the subservices an abstraction of RosettaNet PIPs?

See Marty Sachs email Tue 08/08/2000 10:24 PM
	

	9.
	5.2.6  message set (O&R spec


	 Footnote 11: Please delete the discussion of ACID transactions.  ACID transactions across two partners do not belong in tpaML.  ACID transactions represent very tight coupling of the two partners including allowing one partner to lock resources at the other partner.  That should not be allowed or encouraged.  A given partner may be using ACID transactions within its local processes but that is outside the scope of ebXML.

 An alternate definition of "Message Set" is the set of messages which comprise a single unit of business between the two partners (e.g. a conversation as defined in tpaML).

See Marty Sachs email Tue 08/08/2000 10:24 PM
	

	10.
	5.3  miscellaneous (O&R Spec)


	 (1) I infer that a session is a request with a response returned on the same connection as is usually the case with HTTP. If the term "session" is intended to have a broader definition, the definition should be either stated or referenced here.

 (2) In correspondence to (1), I sugggest stating that a long term message set is always asynchronous.

See Marty Sachs email Tue 08/08/2000 10:24 PM
	

	11.
	Reliable Messaging
	Joe Lapp: If it is optional to support the AtMostOnce property found in the header, the Header spec should probably say this.  (See Reliability lines 62 and 86, verbage such as "new element" on lines 87 and 88, and all of section 3 "Changes to Existing ebXML Specifications.

See email Mon 08/07/2000 3:56 PM
	

	12.
	Reliable messaging
	Joe Lapp: I think the definition is complete as is, it might be helpful to clarify that the identity [MessageId] doesn’t change on retransmissions (that is, to say that the identity is associated with the message, not with the message-transmission).

See email Mon 08/07/2000 3:56 PM
	

	13
	Reliable Messaging
	Joe Lapp: The ACK request must ride in a normal request.  What happens if too few messages are sent in a window to get an ACK in the time required by the application?  That is, the application must move on with full knowledge that the messages were delivered.  Do we need a way to request an ACK without requiring it to ride in a normal request?

See email Mon 08/07/2000 3:56 PM
	

	14
	Reliable messaging
	Joe Lapp: The verbage of section 2.5 "Error Detection" (line 163) assumes that there is a timeout period for waiting for an ack.  The spec probably ought to assert that there shall be a timeout period so that it is a normative requirement of the protocol.  And what is the timeout period for a recovery message?  Is this left to the TPA to specify?  In BizTalk the timeout period is given by the delivery deadline; but BizTalk has a separate time for message expiration.  (See line 163 of 2.5 "Error Detection.")

See email Mon 08/07/2000 3:56 PM
	

	15
	reliable messaging
	Joe Lapp: Why are all messages in the window resent on a transport error?  Won’t a transport error apply to just one message?  (See line 175 in section 2.6 "Window Recovery Sequence.") [i.e we should reconsider if all the messages in a window are resent

See email Mon 08/07/2000 3:56 PM
	

	16
	Reliable Mesaging
	Joe Lapp: Section 1.7 "Detection of Repeated Messages by the Receiver" (lines 187+) outlines a "suggested" implementation.  For clarity sake, we should probably separate normative from non-normative material.  That way it becomes easy to identify compliance requirements.  Might want to do this across all specifications.  The W3C does this. 

See email Mon 08/07/2000 3:56 PM
	

	17
	Reliable Messaging
	Joe Lapp: What if the transport errors don’t go away?  The spec, as is, indicates that the protocol handler would go into an infinite loop.  Likewise, what if the recovery sequence never succeeds?  We might want the spec to assert that the receiver may engage in multiple recovery retries.  Likewise, what if the receipts are never received?  Should there be a maximum retry count that applies to all kinds of errors?  Should the protocol state that such a maximum must exist, but not state what that maximum should be?  I assume this information would be available in the TPA, and no self-respecting TPA would be without a maximum retry count, but I think the protocol really must constrain the TPA.  I’d think the protocol should at least state the kinds of errors to which retry counts should be applied.

See email Mon 08/07/2000 3:56 PM
	

	18
	Reliable Messaging
	Joe Lapp: Regarding section 2.8 "Garbage Collection":  First, I’d like to suggest renaming the section to something else, because garbage collection has a very definitive meaning in distributed communications -- the recycling of remotely referenced objects -- and this is not the meaning intended here. Second, why isn’t the expiration of a counter sufficient for its removal? Regardless of what else is going on, if it has expired, it must be trashed.  I don’t understand why the other conditions must also be satisfied.  Maybe I’m just not understanding something.  Third, why can’t a counter be removed after the window has closed?  Is this because the receiver can’t know that the sender will get the ack in time or even get the ack at all?

See email Mon 08/07/2000 3:56 PM
	

	19
	Reliable Messaging
	Joe Lapp:I realize that this is an "open issue," but I’m really concerned about time synchronization.  This is also one of my concerns about BizTalk.  The BizTalk spec claims that time synchronization is not an issue because of the latencies involved in net access.  Well, it is possible to engineer those latencies down to nearly whatever is required, so I don’t buy the BizTalk answer.  Time synchronization is a really really tough issue.

See email Mon 08/07/2000 3:56 PM
	

	20
	Reliable Messaging
	Joe Lapp: Are acks to be sent for messages that arrive at the recipient after the message expires?  The spec says that such messages are dropped, suggesting that no ack should be sent, but we should make an explicit statement. Otherwise some implementations may ack and others won’t.  It seems problematic to provide an ack for a message that gets dropped.

See email Mon 08/07/2000 3:56 PM
	

	21
	Reliable Messaging
	Joe Lapp: We should consider identifying all the kinds of information that must be passed to an application by an TR&P engine the fronts an application. I’ll call this the "TR&P processor."  Section 2.5 "Error Detection" line 169 seems to be the only place that provides such information.  It says that when a message is lost the loss must be reported to the sending application.  What if the recipient receives an invalid message?  What about when retry counts are exceeded, say by the sender sending normal messages or the receiver failing to get retransmits after attempting error recoveries?

See email Mon 08/07/2000 3:56 PM
	

	22
	Envelope
	James McCarthy: We might want to release a technical recommendation document for using SOAP as the outer wrapper rather than a formal specification. This way we do not fully endorse SOAP but if it must be used (which it will any way) we have released a recommendation on how it should be used with ebXML. This was all I was originally suggesting. I would even volunteer to produce the document if requested.

See email Mon 08/07/2000 8:15 AM
	Discussed, no action taken or requested following discussion in San Jose

	23
	Section 2.1 Base Concept (RM)
	David Burdett: This doesn't say what you do when an ack is sent by the recipient of a normal message(s) but the ack get's lost. From my reading of the spec I think what happens is:

a) sender resends original normal message(s)

b) recipient recognizes the normal message as a duplicate and discards it

Perhaps the recipient, if they receive a duplicate normal message should resend the ack that was previously sent as otherwise they will never know if their resent message got through. 

See email sent Sun 08/06/2000 11:13 AM
	

	24
	Section 2.1 Base Concept (RM)
	David Burdett: We also need to think about the need for single threading of the recording of message ids etc so that duplicate messagess are properly recognized

See email sent Sun 08/06/2000 11:13 AM
	

	25
	Table 2-1 Message Data Element - Message Identifier (RM)
	David Burdett: The outline description of Message Identifier is much more prescriptive about what it should contain than the current (v0-63)version of the header spec. We need to make them consistent. 

See email sent Sun 08/06/2000 11:13 AM
	

	26
	Table 2-1 Message Data Element - Recovery Number (RM)
	David Burdett: The spec isn't clear whether recovery number is increased if you re-send  a message. My guess is that it isn't.

See email sent Sun 08/06/2000 11:13 AM
	

	27
	Table 2-2 Reliable Messaging Info Element (RM)
	David Burdett: Should Message Expiration Timestamp be in the TPA or in the header. If it   can be expressed as a TTL and doesn't change then you could put it in the TPA. OTOH, Message Expiration Timestamp might be something that the application that is using ebXML TRP might want to specify, in which case it should be in the header.

See email sent Sun 08/06/2000 11:13 AM
	

	28
	Table 2-2 Reliable Messaging Info Element (RM)
	David Burdett: Do we want to add other information in here or in the TPA, specifically:

  i) Retention Period - how long you keep the message before deleting it for reliable messaging purposes

  ii) Retry Interval - how long you wait before resending a message

   Both of the above might also need to be specified by the application. IMO I think we should tbe able to put he information in either the header or in the TPA as then it would also allow TRP to be used without a pre-existing relationship.

See email sent Sun 08/06/2000 11:13 AM
	

	29
	Section 2-4 Message Transfer Sequence (RM)
	David Burdett: I think it would also be a good idea to include an example where a single message is acknowledged. My guess is that this would be frequent occurrence when sending messages by email.

See email sent Sun 08/06/2000 11:13 AM
	

	30
	Reliable Messaging
	David Burdett: Lines 161 and 164 - Recovery Sequence

It's not clear that the Recovery Sequence is the one specified in section 2.6 or some other recovery sequence.

See email sent Sun 08/06/2000 11:13 AM
	

	31
	Message Header
	Joe Lapp:Some statement should be made about the extensibility of the message header.  Right now all header entries belong to the XML namespace defined in section 3.1 "Root Element."  Are middleware applications allowed to

Actually, they belong to the default namespace, which is the ebxmlHeader namespace http://www.ebxml.org/namespaces/messageHeader. We could explicitly add an identifier to the namespace and namespace qualify all of the elements and attributes (actually, attribute namespace is a bit trickier).

See email sent Sun 08/06/2000 8:57 AM
	

	32
	Message Header
	Joe Lapp: The spec states that the root element must have an attribute named "xmlns."  Yet, the "Namespaces in XML" spec states that the following two syntaxes are logically equivalent:

<root xmlns="someURI">

<n:root n:xmlns="someURI">

So we should probably try to divorce the definition of the vocabulary from its representaiton in an instance.  For every element name, we should probably say what namespace that name belongs to and what local name it has.  This is as easy as saying generically that all element type names defined in the document belong to a particular namespace.  Alternatively, you could use the colon notation.  Any given instance can choose between using the default namespace shortcut and explicitly including a namespace prefix.

See email sent Sun 08/06/2000 8:57 AM
	Issue deferred to namspace expert.  David and Scott will identify individual(s) to support in this question.  No action will be taken in the current version of the document.

	33
	Envelope
	Should we have a separate transport envelope that allows the transport protocol to be swapped without changing the ebXML headers (see last email in the thread: RE: ebXML Proof of Concept Proposal v0.5. From Dale Moberg [ Dale_Moberg@stercomm.com <mailto:Dale_Moberg@stercomm.com> ] on Mon 07/31/2000 6:53 AM)
	

	34
	O&R spec
	Confirm distinction between and definitions of long- and short-lived conversations, their relation to BP models (see FW: Conversations, or BP alignment with TR&P and Architecture, From Bob Haugen <linkage@interaccess.com> on Sun, 2 Jul 2000)

See email from Jim Hughes sent Thursday, August 03, 2000 4:44 PM
	

	35
	
	NOTE NEED TO GO TO IAN's EMAIL & EXPAND 2. Confirm closure on comments to TRP Overview (see Review of comments on the requirements document., From ian.c.jones@bt.com on Thu, 20 Jul 2000) 

See email from Jim Hughes sent Thursday, August 03, 2000 4:44 PM
	

	36
	O&R spec
	Close discussion on sub-service choreography (see Motivation for sub-service choreography?, From Joe Lapp <jlapp@webMethods.com> on Fri, 21 Jul 2000)

See email from Jim Hughes sent Thursday, August 03, 2000 4:44 PM
	

	37
	General
	Review TR&P terms in the ebXML glossary out for review (see ebXML Glossary available for comments, From Tim McGrath <tmcgrath@tedis.com.au> on Wed, 26 Jul 2000)

See email from Jim Hughes sent Thursday, August 03, 2000 4:44 PM
	

	38
	Message Header
	Get consensus on use of Services in TR&P (see BusinessServiceInterface or ServiceInterface, From Christopher Ferris <chris.ferris@east.sun.com> on Fri, 21 Jul 2000)

See email from Jim Hughes sent Thursday, August 03, 2000 4:44 PM
	Phrase changed to ServiceInterface per agreement of San Jose meeting

	39
	Message Header
	Resolve version and charset attributes in envelopes and headers (see RE: Version 0.6 of the ebXML packaging spec is now ready forreview/comment, From Dick Brooks <dick@8760.com> on Fri, 28 Jul 2000)

See email from Jim Hughes sent Thursday, August 03, 2000 4:44 PM
	Charset and version were removed from outside envelop and moved to ebXML Header envelop.

	40
	General
	Discuss W3C XML Protocol Activity (see Re: FW: Call for Review: XML Protocol Activity Proposal, From Ralph Berwanger <rab7067@earthlink.net> on Mon, 31 Jul 2000)

See email from Jim Hughes sent Thursday, August 03, 2000 4:44 PM
	

	41
	Message Header
	JoeLapp: Section 3.3 "DocumentReference" says that DocumentLabel contains a "textual description."  This sounds like a human-readable explanation of the document.  The example uses the description "PurchaseOrder" which looks like a pre-defined term, not a human-readable description.  What is intended here?  Is this a free-form field?

Response by David Burdett: I think it could be either. If ebXML TRP is being used in a highly structured way then this field could be used: a) by a Business Process to specify what "attachments" a message can validly have and give each one a label that identifies the type, b) so that a recipient of a message can locate an attachment of a specific type with certainty. On the other hand if TRP is being used in a looser way then this field could contain a natural language description. IMO I think we want to have two separate elements/attributes that are used for each purpose separately. How about DocumentLabel and Document Description where both could be optional.

See email from Chris Ferris Fri 08/04/2000 8:27 PM
	

	42
	Message Header
	Joe Lapp: Section 3.5 "From and To" says that From must be a URN, but it doesn't say what To is constrained to be.  Presumably this is also a URN, but it should be stated.

Also, the verbage here is a bit confusing, since it seems to be saying that the From identifier is simultaneously both a PartyId element and a URN.  It's easy to infer what is meant, but it should probably be more direct.

See email from Chris Ferris Fri 08/04/2000 8:27 PM
	

	43
	Message Header
	Joe Lapp: Section 3.5 "From and To" defines a 'context' attribute.  This attribute has the same purpose as the W3C XML Schema xsi:type attribute.  I'm wondering whether we should be using this soon-to-be-standard way of specifying content type instead of inventing our own.  There is no doubt within the W3C XML Schema WG about whether xsi:type will make it into the XML Schema standard, so I think it's safe to use.  BizTalk uses xsi:type for exactly this purpose, even allowing xsi:type in its header entries. The one drawback is that the value of xsi:type is a URI, which is considerably less readable than the keywords ebXML might specify.  On the other hand, it is considerably more extensible, since it doesn't require ebXML to serve as a clearinghouse for all potential type names.

See email from Chris Ferris Fri 08/04/2000 8:27 PM
	

	44
	Message Header
	Joe Lapp: One more issue with section 3.5 "From and To."  Does the party URN identify a business entity irrespective of the node or nodes on which that business entity might reside, or does it identify a single node?  I suspect that we mean to identify a node-independent business entity, since we're restricting values to URNs.  BizTalk makes this distinction very clearly. You can physically send a message to a named node and logically to a named entity.  Perhaps this will be delegated to the associated TPA.  In any case, it would be helpful to be able to read this section and know what is meant independently of what other documents say.

See email from Chris Ferris Fri 08/04/2000 8:27 PM
	

	45
	Message Header
	Some statement should be made about the extensibility of the message header.  Right now all header entries belong to the XML namespace defined in section 3.1 "Root Element."  Are middleware applications allowed to insert their own header entries to ride with the message?  I'm guessing that ebXML won't be able to specify all the possible middleware applications that may need to communicate with each other, that ebXML won't be able to specify all the possible headers.  If we want this to be extensible, we should say so and state a policy for extending the header. The BizTalk/SOAP approach is to require that every child element belong to some XML namespace (that every header entry belong to some namespace). That way a middleware app can identify its own headers by namespace and ignore everything else.

See email from Chris Ferris Fri 08/04/2000 8:27 PM
	We have not dealt with extensibility

	46
	Service Interface
	David Burdett: I think that the service interface we create should:

1. Allow an application to specify which acks/errors it wants to know about when sending a message

2. Support notification of the arrival or errors/acks if requested.

The default should probably be: never notify acks and always notify errors.

See email: Fri 08/04/2000 3:16 PM
	This is BP and TPA, MR issue and will be addressed later.

	47
	Envelope
	Joe Lapp:  My understanding is that the plan is to allow multiple application payloads to occur as multiple MIME parts, but the Packaging spec seems to imply that they must all occur within a single MIME part.  The diagram shows one part, the text refers to this one part, and at one point the text even refers to the packaging of payloads within this part by saying that such packaging is application-dependent.  All ebXML messages would use no more than two MIME parts.  If this isn't what is intended, we might want to clarify the spec, since we want even dummies like me to be able to read and implement the thing, right?

See email from Dick Brooks: Fri 08/04/2000 3:37 PM
	Document changed

	48
	Envelope
	Joe Lapp: The spec doesn_t directly state whether the header MIME part must occur as the first MIME part.  Although it does appear this way in the illustration, it_s not clear whether the illustration is just intended to exemplify an ebXML message.  Since the Content-ID identifies the header, strictly speaking, the header need not be first.  However, there may be efficiency concerns that would warrant requiring it to be first

See email from Dick Brooks: Fri 08/04/2000 3:37 PM
	

	49
	Envelope
	Joe Lapp: Section 4.5.4 "Optional Support for Signed Headers" says that headers may be signed, but does not make any statement about whether they can be encrypted.  Section 4.6.4 "Optional Support for Signed and Encrypted Payloads" says that payloads may be signed and encrypted.  Presumably because encryption was not mentioned in 4.5.4, headers may not be encrypted.  However, logically speaking, the spec does not preclude headers from being encrypted.  Will ebXML allow headers to be encrypted?  My understanding is that the answers to these questions will appear in the "Messaging Security and Signature Specification."  But it appears to me packaging spec is already providing a partial answer and is claiming that these answers are within its scope.  Should we clarify this verbage? Remove it?  Leave it?

See email from Dick Brooks: Fri 08/04/2000 3:37 PM
	Security issues are a future work item.

	50
	Envelope/ Security
	Joe Lapp: Section 4.7 "Message Digest Calculation" defines the portion of an ebXML message that is to be used in the digest.  Where does the digest itself go?  Seems like that would be a packaging issue, rather than an issue for the security spec.  Maybe we should resolve this issue when we tackle the security spec, updating the Packaging spec accordingly then.

See email from Dick Brooks: Fri 08/04/2000 3:37 PM
	

	51
	DTD
	Farrukh Najmi:The ebXMLHeader.Manifest element correctly allows multiple Manifest.DocumentReference sub-elements. However, the Manifest.DocumentReference can have multiple pairs of DocumentLabel and DocumentId. This seems incorrect:

     <!ELEMENT Manifest  (DocumentReference )+>

     <!ELEMENT DocumentReference  (DocumentLabel , DocumentId )+>

It should be:

     <!ELEMENT Manifest  (DocumentReference )+>

     <!ELEMENT DocumentReference  (DocumentLabel , DocumentId )>

See Chris Ferris email Wed 08/02/2000 1:08 PM
	Agree with comment

	52
	DTD
	Farrukh Najmi: Missing attribute Version with default of 1.0 on element Action. I recall you had planned to include it in an email.

See Chris Ferris email Wed 08/02/2000 1:08 PM
	Based on POC, no longer required—will be extracted from TPA

	53
	Message Header
	Chris Ferris: I think that it [Message Header Spec] needs some additional work to firm up things such as the requirement that the document conform to XML1.0, XML Namespaces 1.0, etc

See Henry Lowe email: Thu 07/27/2000 6:22 AM
	Group agreed to defer this to namespace expert—David and Chris

	54
	General
	Chris Ferris: Something which needs to be added is a brief discussion of TPA and the relationship between the TPA and the Header. I'll start working on that tonight.

See Henry Lowe email: Thu 07/27/2000 6:22 AM
	TPA discussions removed from document.

	55
	Specification structures
	Dick Brooks: The TR&P group has discussed a service interface on several occasions, but I don't believe we've reached consensus on whether or not it's within the scope of the TR&P charter to define this.

Personally, I believe we should define an abstract service interface to the TR&P layer using IDL

See email: Sat 07/22/2000 8:22 AM
	It is within scope for charter, will be future work.

	56
	Message Header
	David Burdett: DOCUMENT LABEL. I'm not sure of the intended semantics behind this. It could be:

1. A string that identifies the structure and format of the content of document (e.g. a namespace), or

2. The reason why the document is present, e.g. ebXMLHeader, PurchaseOrder, ProductImage

I think it should be the latter rather than the former since it can be used by the software processing the message to locate a particular part of the message directly.

See Chris Ferris email: Fri 07/21/2000 5:37 AM
	OK

	57
	Message Manifest
	David Burdet: DOCUMENT ID.

We also need to think about what to do if the payload in the message is a multi-part Mime message and we want to refer to one of the parts ... how can you do nested references to a Mime part within a Mime Part within a ...

See Chris Ferris email: Fri 07/21/2000 5:37 AM
	The burden for performing this function is on the payload.

	58
	Message Header
	David Burdett: SHOULD ACTION BE A URI.

I think that (Business) Service Interface Should be a URI and Action should be a string that is unique within the Service Interface. The only reason to make it a URI is if we (i.e. ebXML) want to define standard actions that require specific behaviour by the recipient. Do we want to do this?

See Chris Ferris email: Fri 07/21/2000 5:37 AM
	Problem.  Need to address this issue via conference call

	59
	Message Header
	David Burdett: TPA Id vs TSLA Id.

Following on from our conference call yesterday, I think that this should refer to a transport level agreement ID rather than a complete business partner to business partner agreement id. Alternatively it might be better to allow either so that you can refer to a trading partner, business process specific agreement that implies a transport level agreement or just to a transport only level agreement specifically.

 I'm also only happy with making TPA/TSLA Id mandatory if we agree that we (ebXML TRP) will define preconfigured TPAs that can just be used without negotiation of any kind and define only the transport characteristics.

See Chris Ferris email: Fri 07/21/2000 5:37 AM
	TBD following TPA work.

	60
	Message Header
	David Burdett. CONVERSATION ID.

This is described as "The unique identifier of the conversation (instance of a TPA)". I don't understand this. An instance of a TPA is an instance of an agreement between two parties. What I think this should say is "The unique identifier of a conversation carried out under the terms of a TPA (or TSLA)".

See Chris Ferris email: Fri 07/21/2000 5:37 AM
	Do not agree

	61
	Messagre Header
	David Burdett. TIMESTAMP. This is defined as "The point in time at which the message was initially sent". This is horribly ambiguous and is actually incorrect as it then goes on to say ... "Subsequent retry delivery attempts for purposes of reliable delivery should NOT modify this value" ... so the definition is wrong as it isn't always the time the message was sent. I'd suggest that the definition is changed to "The point in time at which the ebXML Message Header was created" which, actually is what it really will be.

See Chris Ferris email: Fri 07/21/2000 5:37 AM
	Already changed

	62
	Message Header
	David Burdett: TPA ELEMENT. I'm confused ... the TPA Element is defined as ...

<!ELEMENT TPA  (TPAId , ConversationId , BusinessServiceInterface , Action )>

... and is described as "This composite element contains the TPA specific properties of the message".

If I saw an element called TPA, then I would expect to be the ACTUAL TPA. This isn't its only the "TPA Properties" therefore it should be renamed "TPAProperties" to be a more semantically accurate description of the definition provided.

I also don't think that that TPA Properties is a very accurate description of what is inside this element anyway. Because to my mind, the "Properties of a TPA" implies that you are still describing the characteristics of the agreement when we're not. What we're actually describing here are the "characteristics of one message within a converstation carried out under the terms of a TPA". So I think a better name would be "MessageCharacteristics" or perhaps "MessageProperties". Think what we are describing here ...

a) the id of the ServiceInterface to which the MESSAGE is being sent

b) the Action which should be carried by the ServiceInterface that receives the MESSAGE

c) the Conversation Id that relates this MESSAGE to other messages

d) the id of the TPA that is used to control all the MESSAGES within a conversation as a whole

See Chris Ferris email: Fri 07/21/2000 5:37 AM
	The TPA is still under development, future work will provide greater definition.
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