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History

	Date
	Description

	21st February 2000
	Initial draft created

	28th February 2000
	Version 2 Revisions:

1. Removed OTP since XML Messaging work is a superset – David Burdett

2. Replaced XML Messaging section with revised/extended version from David Burdett

3. Added Constraint classification from Prasad Yendluri

4. Replaced RosettaNet section with revised/extended version from Prasad Yendluri



	8th March 2000
	Version 3 Revisions:

1. Added proposed header structure section


Header Element Classification

The following table lists the different classification types used within this document together with a description. Later sections list each protocol header with an associated classification and comments.

	Classification
	Description

	ContentType
	Describes the syntax and semantics of a document. May include information such as noun, verb, version, encoding, timestamp, expiration etc.

	Object
	Identifies objects within the message

	ObjectReference
	Reference to business objects not contained within the body of the message. The reference identifier must be unique within some namespace.

	Sender
	Identification of the sender

	Receiver
	Identification of the receiver

	Agent
	Identification of the software that sent or received the message. If the message was pulled from a host then the hosting service should be considered the sender.

	Context
	Used by the sender to provide context for the message either at the transport or business level.

	ReplyTo
	Identifies where replies should be sent.

	Acknowledge
	Identifies if an acknowledgement is required and in what form.

	Constraint
	Identifies constraints on an activity


ebXML Header Proposal

The manifest section may be used for more complex reasons than simply listing the documents contained within the body of the message. It could be used to control the selective delivery and processing of messages and also control the way a manifest is constructed using a set of criteria. Particularly in pull mode the initial requestor may first request a manifest based on some criteria and then selectively request message delivery. Because a manifest may not require corresponding content it can also be used to relate messages, provide processing status, assist in selective recovery or otherwise be used to control the protocol state of message delivery.

The table below includes a simple message manifest listing a set of DocumentReference elements – one for each document in the message body. If the view of the ebXML WG was that the manifest could provide a useful role in describing message processing state, then the manifest could include the following elements:

· Criteria Description – Selection criteria for constructing a manifest to be used in both requesting and delivering the content. This may take the form of Boolean matching criteria.

· Count/Cursor – Total messages matching the criteria and residual access cursor to request the remainder.

· Manifest Elements – Repeating elements containing a set of records for the message transaction state

Linked to the manifest support is the MessageType/CommandType element which defines the delivery handling of the message. For push type interchanges, types should include Deliver and Deliver-Reply. For pull type interchanges, types should include Request-Delivery and Request-Reply. If incremental delivery is possible, then Partial-Delivery and Partial-Delivery-Reply allow manifest based exchanges in increments. Including error support, the full set of types would be:

· Deliver – Includes a manifest and optionally content

· Deliver-Reply - Provides a corresponding manifest and processing state in response to a Deliver.

· Receipt-Reply – Acknowledges receipt of a message but provides no information about the manifest in response to a Deliver.

· Request-Delivery – Describes a manifest and may request either the return of the manifest, manifest and content or portions thereof. The manifest is described in terms of matching criteria. This command should optionally allow a specification of length limitations on the response.

· Request-Reply – Returns either a manifest, manifest and content or portions thereof.

· Partial-Delivery-Reply – Allows the partial manifest or content to be returned with the provision of a correlating cursor to retrieve the next “batch” or content portion.

	Header Element
	Subelement
	Occurs
	Comments

	MessageType
	
	1
	This element describes the syntax and semantics of the message

	
	Noun
	1
	Name of the message

	
	Verb
	0 or 1
	Action or service expected to process this message

	
	CommandType
	1
	Defines the delivery handling of the message. See introductory notes.

	
	Version
	1
	Version for this message

	
	Organization
	1
	Reference to organization that owns the definition of the message set

	
	Encoding
	0 or 1
	Message encoding information

	
	DateTimeStamp
	1
	Date/Time message was enveloped. This should be well defined e.g. a fixed ISO 8601 timestamp.

	
	Expiration
	0 or1
	Expiration time relative to DateTimeStamp

	
	Description
	0 or 1
	Additional descriptive text for message

	MessageManifest
	
	0 or 1
	This element describes the business documents contained within the message envelope.

See introductory discussion on possible extensions to manifest use.

NOTE: Is a message without any body a valid message ? If so then this element may occur 0 or 1 times. If it is an invalid message then this element is mandatory and occurs once only.

Yes – if it’s a Return receipt

	
	DocumentReference
	1 or More
	Using David Burdett’s note as a starting point:

<DocumentReference 

    Id='AB273' 

    DocumentType='Text/XML'

         URI='urn:example.com:ACV-CN-1999/2456#MessageRoutingInfo'

          Purpose='MessageRoutingInfo'

/>

	MessageSender
	
	1
	Identifies the sender of the message. Mandatory element.

	
	Id
	1
	Identification e.g.DUNS number for message sender

	
	Domain
	0 or 1
	Domain where the Sender Id can be resolved. Usually the URI of some directory service.

	
	Role
	0 or 1
	The role of the Sender e.g. Buyer, Seller, Broker

	
	Credentials
	0 or 1
	The Senders credentials

	
	Name
	0 or 1
	Text name of the Sender

	MessageReceiver
	
	0 or 1
	Optional identification of the ultimate message recipient

	
	Id
	1
	Identification e.g.DUNS number for message sender

	
	Domain
	0 or 1
	Domain where the Receiver Id can be resolved. Usually the URI of some directory service.

	
	Role
	0 or 1
	The role of the Receiver e.g. Buyer, Seller, Broker

	
	Credentials
	0 or 1
	The Receivers credentials

	
	Name
	0 or 1
	Text name of the Receiver

	MessageReplyTo
	
	1
	Identification of destination for normal or exception replies.

	
	NormalId
	1
	Identifier for normal reply

	
	NormalDomain
	1
	Domain for normal reply

	
	ExceptionId
	1
	Identifier for exception reply

	
	ExceptionDomain
	1
	Domain for exception reply

	MessageContext
	
	1
	Identifies the context of the message with respect to other messages.

	
	Id
	1
	Unique identifier for this message

	
	SequenceNumber
	0 or 1
	Sequence number to correlate a sequence of messages within an instance.

	
	InstanceId
	0 or 1
	Instance identifier for a sequence of messages

	
	InReplyTo
	0 or 1
	Message Id to which this is a reply

	
	Process
	1
	The software processing this message

	
	Handle
	0 or 1
	The software process handle for this message

	MessageQoS
	
	0 or 1
	Element describing the quality of service for this message

	
	Priority
	0 or 1
	Message priority

	
	Delivery
	0 or 1
	Type of message delivery. Examples may include OnceAndOnceOnly, Duplicate etc

	
	Receipt
	0 or 1
	Whether a receipt is required.

	
	ReceiptFormat
	0 or 1
	Format of the requested receipt

	
	ReplyLength
	0 or 1
	Maximum length of reply – in terms of entries in the MessageManifest

	
	RetryCount
	0 or 1
	Number of retries allowed for reply

	
	
	
	NOTE: There probably needs to be some security/signing elements in the MessageQoS. Suggestions please.

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


X12

Source:

Note that OBI and previous RosettaNet headers are derived from X12.

	Header Element
	Classification
	Comments

	ISA Interchange Control Header
	
	

	     ISA06 Sender ID
	Sender
	Sender URI

	     ISA08 Receiver ID
	Receiver
	Receiver URI

	     ISA09  Interchange Date
	ContentType
	Time stamp

	     ISA10 Interchange Time
	ContentType
	Time stamp

	     ISA11 Interchange Control Standards ID
	ContentType
	

	     ISA12 Interchange Control Version
	ContentType
	

	     ISA13 Interchange Control Number
	ObjectReference
	URI

	     ISA14 Acknowledge Requested
	ReplyTo/Acknowledge
	

	     ISA15 Usage Indicator
	
	

	Functional Group Header
	
	

	     Functional Identifier Code
	ContentType
	

	     Application Sender Code
	
	

	     Application Receiver Code
	
	

	     Date
	
	

	     Time
	
	

	     Group Control Number
	Context
	

	     Responsible Agency Code
	
	

	     Version
	
	

	Transaction Set Header
	
	

	     Identifier Code
	ContentType
	

	     Transaction Set Control Number
	Contex
	


OAGIS Business Object Document

Source:

	Header Element
	Classification
	Comments

	Business Service Request
	
	

	     Verb
	ContentType
	Verb

	     Noun
	ContentType
	Noun

	     Revision
	ContentType
	Version

	Sender
	
	

	     Logical ID
	ObjectReference
	URI

	    Component
	
	

	    Task
	
	

	    Reference ID
	
	

	    Confirmation
	ReplyTo/Acknowledge
	

	    Code Page
	Context
	xml:lang

	    AuthID
	
	

	DateTime
	ContentType
	Time stamp


BizTalk

Source: Biztalk Framework Document Specification 1.0
The Biztalk header element contains delivery and manifest sub-elements. The Header element is followed by the message Body element. The following table classifies the delivery sub elements.

	Header Element
	Subelement
	Classification
	Comments

	message
	
	Context
	Information related to the document being transmitted

	
	message
	
	

	
	messageID
	
	

	
	sent
	
	

	
	subject
	
	

	to
	
	Receiver
	

	
	address
	
	URI of sending/receiving system

	
	state
	Context
	Additional information e.g. Correlation ID

	
	referenceID
	Context
	

	
	handle
	Agent
	

	
	process
	Agent
	

	from
	
	
	Same content model as to


RosettaNet

Source: RosettaNet Implementation Framework Specification version 1.1
RosettaNet splits the "header" into two parts:

· Preamble Header that contains elements that are global to the RosettaNet Service (common to both Service Header and Service Content (payload)).

· Service Header that comprises elements that describe the service content. Contains four sub-elements that specify the Service Route, Process (PIP), Transaction and the Action/Signal Headers for the Service Content (payload). Service Content can be a Business Action (e.g. PO, RFQ etc.) or a Signal (positive or negative acknowledgement or exception).

Preamble Header, Service Header and Service Content are packed together as parts of a multi-part MIME message. Semantic information relating to the Preamble and Service headers is contained respectively in the Preamble Part Message Guideline and Service Header Part Message Guideline documents published by RosettaNet.  

Preamble Header

	Header Element
	Classification
	Comments

	VersionIdentifier
	Context
	RosettaNet Version

	DateTimeStamp
	Context
	

	GlobalAdministeringAuthorityCode
	Context
	The governing body responsible for administering a standard 

	GlobalUsageCode
	Context
	Specifies production or for testing.


Service Header

	Header Element
	Subelement
	Classification
	Comments

	Service Route
	
	Context
	The route a message is on between business services.

	
	To Service
	Context
	The business service to which a message is being sent.

	
	From Service
	Context
	The business service from which a message is being sent.

	Process Control
	
	ContentType
	Business process message control properties.

	
	GlobalProcessCode
	Context
	Business process (PIP) unique identifier

	
	Version
	Context
	Version of the PIP

	
	InstanceIdentifier
	Context
	Unique identifier for this specific instance of the PIP

	
	initiatingPartner.GlobalBusinessIdentifier
	Sender
	DUNS+4

	
	Description
	
	FreeForm Text describing the Process/instance (Optional)

	Transaction Control
	
	ContentType
	Contains information relating to the RosettaNet transaction

	
	GlobalTransactionCommandCode
	Context
	Values: Send / Abort

	
	GlobalTransactionCode
	Context
	Unique Identifier for this “type” of Transaction 

	
	InstanceIdentifier
	Context
	Unique identifier for this specific instance of the Txn

	
	Description
	Context
	FreeForm Text describing the Txn /Instance (Optional)

	
	fromRole
	Context
	Code identifying a Sender’s role in the supply chain. (e.g. Buyer)

	
	toRole
	Context
	Code identifying a Receiver ‘s role in the supply chain (e.g. Seller)

	Action Control
	
	ContentType
	Contains information relating to the Business Action

	
	GlobalBusinessActionCode
	Context
	RN Unique identifier for this type of Business action

	
	VersionIdentifier
	
	

	
	InstanceIdentifier
	
	Unique identifier for this specific instance of the Action

	
	Description
	
	FreeForm Text describing the Action /Instance (Optional)

	
	timeToAcknowledgeReceipt
	Acknowledge/ Constraint
	Duration within which ReceiptAck must be received

	
	timeToAcknldgeAcceptance
	Acknowledge/ Constraint
	Duration within which AcceptanceAck must be received

	
	timeToPerform
	Constraint
	Duration within which the business activity must be performed.

	
	GlobalDocumentFunctionCode
	ContentType
	Request/Response/Notification etc.

	
	InResponseTo
	Context
	Optional. Contains Document Reference to the document that this is a response.

	
	fromPartner
	Sender
	DUNS+4 id of the Business partner sending the message

	
	toPartner
	Receiver
	DUNS+4 id of the Business partner receiving the message

	SignalControl
	
	Context
	Only one of Signal or Action Control present in a message

	
	GlobalBusinessSignalCode
	Context
	RN Unique identifier for this type of Business Signal

	
	VersionIdentifier
	Context
	

	
	InstanceIdentifier
	Context
	

	
	InResponseTo
	Context
	Contains Document Reference to the document that this is a response.

	
	fromPartner
	Sender
	DUNS+4 id of the Business partner sending the message

	
	toPartner
	Receiver
	DUNS+4 id of the Business partner receiving the message


CXML

Source: Ariba cXML version 1.0; http://www.cxml.org
	Header Element
	Subelement
	Classification
	Comments

	Version
	
	ContentType
	Version

	PayLoadID
	
	ObjectReference
	URI

	TimeStamp
	
	ContentType
	Time stamp

	From/To
	
	
	

	Sender
	
	
	

	     
	Credential
	Sender
	Credentials

	      
	Identity
	Sender
	URI

	      
	Shared Session/ Digital Signature
	Context
	


EDI

Source: Comparison of terms for EDI Interchange header fields table from Ian Jones
	X.435 | 10021‑9 Fields
	EDIFACT
	UNTDI
	ANSIX12
	Classification

	Heading
	(UNA and UNB)
	(STX)
	(ISA)
	Context

	Service String Advice
	Service string advice
	–
	1
Data Element Separator
2
Segment Terminator
3
Subelement Separator
	Context

	Syntax Identifier
	Syntax identifier
	Syntax rules identifier
	1
Interchange
Standard Identifier
2
Interchange
Version ID
	Context

	Interchange Sender
	Interchange sender
	Transmission sender
	Interchange Sender ID
	Sender

	Interchange Recipient
	Interchange recipient
	Transmission recipient
	Interchange Receiver ID
	Receiver

	Date And Time Of Preparation
	Date/time of preparation
	Date and time of
  transmission
	1
Interchange Date
2
Interchange Time
	Context

	Interchange Control Reference
	Interchange control reference
	Sender's transmission
  reference
	Interchange Control
  Number
	Context

	Recipient Reference
	Recipients reference, password
	Recipient's transmission reference/password
	Security Information
	Receiver

	Application Reference
	Application reference
	Application reference
	–
	Agent

	Processing Priority Code
	Processing priority code
	Transmission priority code
	–
	Context

	Acknowledgement Request
	Acknowledgement request
	–
	Acknowledgement Requested
	Acknowledge

	Communications Agreement ID
	Communications agreement ID
	–
	–
	Context

	Test Indicator
	Test indicator
	–
	Test Indicator
	Context

	Authorization Information
	–
	–
	Authorization Information
	Context


EDIINT

Source: AS1 and AS2 Documents from Dick Brooks

Headers in AS2  are expressed as MIME extension header types.

	Header Element
	Classification
	Comments

	From
	From
	Sender

	To
	To
	Recipient

	Disposition-Notification-To
	ReplyTo
	Party to receive receipts

	Message-ID
	Context
	Unique identifier

	Subject
	Context
	Text describing contents

	Disposition-Notification-Options
	Acknowledge
	delivery options for MDN’s

	Receipt-delivery-option
	Acknowledge
	Delivery options for General Receipts

	receipt-report-type
	Acknowledge
	Type of receipt to return

	receipt-security-selection
	Acknowledge
	Type of crypto to apply to receipt

	Input-format
	ContentType
	Token to describe data type of payload

	Agent
	???????
	3rd party representation

	Application
	Agent
	Object.method to invoke at receivers server; useful for RPC like interactions.

	DateTime
	Context
	Payload creation date/time

	RefNum
	Context
	Unique message reference number

	UserParam
	Context
	Catch all header provided by sender, repeated by receiver in receipt/response messages. Primarily used for state/context.

	GISB-Version
	Context
	Protocol version

	Transaction-set
	Context
	Identification of  transaction type identifier 

	Input-data
	Object
	Container for  payload

	Receipt-disposition-to
	ReplyTo
	Party to receive General Receipt

	Date
	Context
	Message Creation date/time

	Transaction-id
	Context
	Unique identifier contained in receipt. Combined with Refnum, uniquely identifies an exchange

	Time-c
	Context
	Date/Time of record acknowledging receipt by receiver

	Priority
	Context
	Message Priority

	Expiration
	Constraint
	Delivery expiration

	Request-status
	Acknowledge
	Processing status provided in acknowledgement receipt by receiver

	Server-id
	Acknowledge
	Fully qualified domain name of the system generating the acknowledgement receipt


ICE

Source: The Information and Content Exchange (ICE) Protocol, 19th May 1999

Note that an ICE payload contains one or more ice-request elements, or one or more ice-response elements, or the unsolicited support elements. The payload therefore contains a set of services that can be requested from the ICE service provider. 

	Header Element
	Classification
	Comments

	ice-sender
	
	Originator of payload

	    sender-id
	Sender
	

	    name
	Sender
	

	    role
	Sender
	Subscriber or syndicator

	ice-receiver
	
	

	     receiver-id
	Receiver
	

	     name 
	Receiver
	

	ice-user-agent
	Agent
	Arbitratry string for ICE tools to identify themselves.


OTP

Source: Open Trading Protocol;  http://www.iotp.org/
OTP removed since XML Messaging work is a superset of OTP

XML Messaging

Source: XML Messaging Data Items Document from David Burdett based on ideas in IETF XML Messaging

XML Messaging splits the "header" into two parts:

· a Message Header that contains information that is static once the message is created no matter where it goes, and

· Message Routing Information, that varies as the message is routed from it's source to it's destination.

Logically they are both part of the header since they are additional information about the payload that needs to be carried with it. They have been separated as it makes it easier to avoid re-calculation of signatures whenever the header changes.

XML Messaging - Message Header

	Header Element
	Subelement
	Classification
	Comments

	Document URN
	
	Context
	Unique document (message) identifier

	MessageType
	
	ContentType
	Type of message. Can be Request/Response/Exchange/ Acknowledgement/Cancel/ Error

	TransactionIdentityData
	
	Context
	ID held as attribute.

	
	TransactionURN
	
	Transaction identifier

	
	Timestamp
	
	Optional, time transaction started

	
	TestTransaction
	
	Default: False

	MessageIdentityData
	
	Context
	ID held as attribute

	
	Response To
	Context
	Optional, Doc URN of message this is response to

	
	LangCode
	Content Type
	Language for all description fields in message

	
	SoftwareID
	Agent
	Identifies type of SW that generated message header

	
	Timestamp
	Context
	Optional, time Message Header Created

	
	MaxLifetime
	Context
	Optional, time after which Message no longer valid

	
	Priority
	Context
	1=high, 2=low priority within sender, Default: 3

	From
	
	Sender
	Contains either an Anonymous or Organisation element.

	
	Anonymous
	
	Sender does not (cannot) identify themselves.Message routing info contains URL for messages and responses.

	
	Organisation
	
	URI of organization that sent message

	To
	
	Receiver
	Same as From

	
	Anonymous
	
	

	
	Organisation
	
	

	ServiceType
	
	Context
	Type of service requested or that service that sent response

	
	ServiceDomain
	
	URN of Domain that owns Service Name

	
	ServiceName
	
	Name of service within the domain.

	MessageIntent
	
	Context
	Reason message was sent, used to determine what to do with the message.

	ServiceStatus
	
	Context
	ID held as attribute.

For a Request Message: Optional information on end state of earlier service(s) on which this request is dependent.

For a Response Message: Information on end state of requested service.

	
	LangCode
	
	Optional, Identifies language of description fields

	
	OrganizationURN
	
	URN of organization that generated Service Status

	
	ServiceType
	
	Type of Service Requested

	
	RequestMessageRef
	
	Reference to Request Message that requested the Service

	
	ProcessState
	
	End state of Message: Not Known, Not Yet Started, CompletedOK, Failed, Cancelled, Process Error

	
	CompletionCode
	
	Further classifies Process State: dependent on Service

	
	ServiceStatusDescr
	
	Optional. Narrative description of end state.

	MessageManifest
	
	Context
	Optional. Contains Document References to other documents (other than header and routing) that are within the message wrapper.

	Document Reference
	
	
	Id as attribute

	
	Document Type
	
	Mime Type of referenced doc

	
	Document URI Ref
	
	URN or URL of doc

	
	Document Purpose
	
	Purpose of referenced doc, depends on Service

	RelatedTransactions
	
	Context
	Id as attribute. References one or more related transactions

	
	Transaction URN or other ref
	
	

	
	Lang Code
	
	optional

	
	Relation
	
	Description of relationship

	
	Relationship Keyword
	
	Keyword(s) to identify type of relations


XML Messaging - Message Routing Info

	Header Element
	Subelement
	Classification
	Comments

	Messaging Routing Info
	
	Agent
	Id held as attribute. Contains data that describes the physical movement of a Message from it's initial starting point to its final destination

	
	Message Routing Urn
	
	Unique id of Message Routing Info

	
	Message Routing Entry
	
	Contains record of where message went. 1 or more. Either Send, Receipt, Resend or Forward

	Message Routing Entry
(send, resend or forward only)
	
	
	

	
	Entry Number
	
	Id attribute

	
	Entry Timestamp
	Context
	Time message sent/resent/forwarded

	
	MsgAck Reqd
	Context
	Indicates if a Message Ack Required

	
	Response Time
	Context
	When response to message should be received

	
	Send Location
	Receiver
	URL of destination or Name & Address

	
	Response Locations
	Sender
	URL or Name & Address for where different types of return messages (e.g. msg ack, response. etc) should be sent

	
	Resend of
	Context
	(resend only), id of earlier message routing entry that describes message being resent

	
	Forward of
	Context
	(forward only), id of earlier message routing entry that describes message being forwarded

	Message Routing Entry 
(Receipt only)
	
	Agent
	

	
	Entry Number
	
	Id attribute

	
	Entry Timestamp
	Context
	Time message received

	
	Received At Url
	Receiver
	Url where message received

	
	Receipt For
	Context
	Id of send, resend or forward of message routing entry that describes message received


MQSeries

Source: MQSeries Application Programming Manual

Note that a receiver is implied in the queue topology.

	Header Element
	Classification
	Comments

	StrucId 
	Context
	Structure identifier 

	Version 
	Context
	Structure version number 

	Report 
	Context
	Options for report messages 

	MsgType 
	Context
	Message type 

	Expiry 
	Context
	Message lifetime 

	Feedback 
	Context
	Feedback or reason code 

	Encoding 
	Context
	Data encoding 

	CodedCharSetId 
	Context
	Coded character set identifier 

	Format 
	Context
	Format name 

	Priority 
	Context
	Message priority 

	Persistence 
	Context
	Message persistence 

	MsgId 
	Context
	Message identifier 

	CorrelId 
	Context
	Correlation identifier 

	BackoutCount 
	Context
	Backout counter 

	ReplyToQ 
	ReplyTo
	Name of reply queue 

	ReplyToQMgr 
	ReplyTo
	Name of reply queue manager 

	UserIdentifier 
	Sender
	User identifier 

	AccountingToken 
	Context
	Accounting token 

	ApplIdentityData 
	Context
	Application data relating to identity 

	PutApplType 
	Sender/Agent
	Type of application that put the message 

	PutApplName 
	Sender/Agent
	Name of application that put the message 

	PutDate 
	Context
	Date when message was put 

	PutTime 
	Context
	Time when message was put 

	ApplOriginData 
	Agent/Context
	Application data relating to origin 

	GroupId 
	Context
	Group identifier 

	MsgSeqNumber 
	Context
	Sequence number of logical message within group 

	Offset 
	Context
	Offset of data in physical message from start of logical message 

	MsgFlags 
	Context
	Message flags 

	OriginalLength 
	Object
	Length of original message 


